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As businesses around the world become more interdependent for success, supply chain vulnerabilities can 
pose significant risks to business operations, data security, and overall network reliability. Supply chain risk 
management (SCRM) involves identifying, assessing, and mitigating risks associated with the procurement 
and deployment of products and services. At RUCKUS® Networks, we prioritize the integrity and security of 
our supply chain to protect our partners, customers and their operations.

Delivering secure and reliable networking solutions
RUCKUS understands the critical importance of maintaining a secure and resilient supply chain. Our commitment to supply chain 
security is underscored by our ongoing compliance with the Department of Commerce’s National Institute of Standards and 
Technology (NIST) Special Publication (SP) 800-161r1: “Cybersecurity Supply Chain Risk Management Practices for Systems and 
Organizations.”

The RUCKUS supply chain risk management program
By adhering to the NIST SP 800-161r1 guidelines, RUCKUS demonstrates a commitment to building a robust supply chain risk 
management practice which includes:

Risk assessment 
and mitigation

 · We actively conduct thorough risk assessments to identify potential 
vulnerabilities.

 · We implement mitigation strategies to address identified risks and minimize 
their impact.

Supplier 
evaluation and 
selection

 · We follow rigorous evaluations of suppliers based on their security practices and 
compliance with industry standards.

 · We establish long-term relationships with trusted suppliers who meet our 
stringent security requirements.

Continuous 
monitoring and 
improvement

 · We regularly monitor our supply chain for emerging threats and vulnerabilities.

 · We proactively seek to improve our risk management practices to stay ahead of 
evolving risks.

Incident response 
and recovery

 · We maintain a robust incident response plan to address supply chain 
disruptions.

 · We provide swift recovery and continuity of operations in the event of a supply 
chain incident.

Commitment to excellence 
Our compliance with NIST SP 800-161r1 reflects our unwavering commitment to providing secure and reliable networking 
solutions around the world. By continuously striving to enhance our supply chain risk management protocols, we’re helping 
secure the protection and resilience of your network infrastructure today and for years to come. 
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